**Notă de informare privind prelucrarea datelor cu caracter personal prin folosirea sistemului TVCI (supraveghere video)**

S.C. SST GRUP TRANSILVANIA S.R.L. este un operator de date cu caracter personal și are responsabilitatea, conform Regulamentului General privind Protecția Datelor (GDPR) și a legislației naționale în domeniu, de a vă garanta protecția datelor dumneavoastră cu caracter personal.

S.C. SST GRUP TRANSILVANIA S.R.L. se aliniază prevederilor GDPR, protejează datele dumneavoastră cu caracter personal conform celor mai înalte standarde și vă informează cu privire la drepturile pe care le aveți în temeiul acestuia.

Astfel, în conformitate cu articolul 13 din Regulamentul general UE nr. 2016/679 privind protecția datelor cu caracter personal (GDPR), vă aducem la cunoștință următoarele informații:

S.C. SST GRUP TRANSILVANIA S.R.L. prelucrează datele cu caracter personal prin folosirea sistemului TVCI (supraveghere video cu circuit închis).

**Scopul** folosirii sistemului TVCI: este de a asigura securitatea și protecția zonelor perimetrale și de acces. S.C. SST GRUP TRANSILVANIA S.R.L. utilizează sistemul de supraveghere video doar în scop de securitate şi control acces.

**Temeiuri juridice**:

* art. 6 alin. (1) lit. (c) - prelucrarea este necesară în vederea îndeplinirii unei obligaţii legale, astfel cum este prevăzut de:
* Legea nr. 333/2003 privind paza obiectivelor, bunurilor, valorilor şi protecţia persoanelor, precum şi în Normele metodologice de aplicare a Legii nr. 333/2003 privind paza obiectivelor, bunurilor, valorilor şi protecţia persoanelor. Obligativitatea instalării unui subsistem de supraveghere video cu circuit închis este stabilită prin Analiza de risc la securitatea fizică.
* art. 6 alin. (1) lit. (f) – interesul legitim al Operatorului, conform Regulamentului UE nr. 2016/679 privind protecția datelor cu caracter personal (GDPR). În desfăşurarea activităţii sale S.C. SST GRUP TRANSILVANIA S.R.L. monitorizează activitatea în spațiile proprii, astfel încât să asigure paza şi securitatea persoanelor, precum şi a bunurilor aflate în clădirea societății.

**Datele cu caracter personal prelucrate:** sistemul video nu are ca scop captarea (de exemplu prin focalizare sau orientare selectivă) sau prelucrarea imaginilor (de exemplu, indexare, creare de profiluri) care dezvăluie „categorii speciale de date”.

**Descrierea şi specificaţiile tehnice ale sistemului:** în mod convenţional sistemul de supraveghere video este un sistem static. Are ca funcţie înregistrarea imaginilor. Sistemul poate înregistra orice mişcare detectată de camerele instalate în zonele supravegheate, alături de dată și oră. Toate camerele sunt funcţionale 24 de ore, 7 zile pe săptămână.

Zonele unde sunt instalate mijloace video:

* + - zonaperimetrală a sediului societății
    - căile de acces în clădirea de birouri.

Durata de stocare: imaginile sunt stocate pentru o perioadă care nu depăşeşte 30 de zile, după care se şterg prin procedură automată în ordinea în care au fost înregistrate.

**Destinatarul datelor dvs. cu caracter personal**: Imaginile înregistrate nu sunt divulgate/dezvăluite terțelor persoane[[1]](#footnote-2), cu excepția situațiilor săvârșirii unor fapte de încălcare a legislației în vigoare. În astfel de situații, datele respective vor putea fi puse la dispoziția organelor judiciare și a altor instituții abilitate prin lege să solicite aceste informații, la cererea scrisă a acestora.

**Drepturile persoanei vizate:** Conform prevederilor Regulamentului nr. 2016/679, aveți dreptul de a solicita S.C. SST GRUP TRANSILVANIA S.R.L., în ceea ce privește datele dvs. cu caracter personal, accesul  la acestea, rectificarea sau ștergerea acestora, restricționarea prelucrării, exercitarea dreptului de a vă opune prelucrării, precum și a celui la portabilitatea datelor.

Pentru eventuale nemulțumiri sau întrebări legate de prelucrarea datelor care vă privesc, vă puteți adresa responsabilului cu protecția datelor cu caracter personal, la adresa de e-mail: barna.benedek@sstgruptransilvania.ro.

Totodată, plângeri referitoare la prelucrarea datelor personale pot fi adresate și Autorității Naționale de Supraveghere a Prelucrării Datelor cu Caracter Personal.

1. Din țară sau străinătate. [↑](#footnote-ref-2)